Agreement of UAS Affiliation

SUMMARY

Some of the United States have set forth minimum security standards for governmentai agency use of
unimanned aerial systems (UAS) {for example, Chapter 2021-165, Laws of Florida). Such laws intend to
“protect the confidentlality, integrity, and availability of data collected, transmiitted, or stored by a
drone, specifically with regard to the potential for siibterfuge by forelgn adversaries.”

AGREEMENT

We, the MANUFACTURER (Phoenix Rising Ltd. DBA Sertus HK) and CLIENT (Pitsco Education, LLC), agree
and affirm that we have ho affilfation ot-ties in pait or in whale to the government of China. No
ownership or factories we source from are party affiliated or tied tothe government of China in any
way.

The production-and distribution of materials, including but not limited to those of Pitsco’s Drone Maker
Kit and Echo Drone by Avex; are aligned to Tier One of-the Florida Digital Service Rule No, 60GG-2,0075,
“Unmanned Aetial Systemis (UAS) Minimum. Security Requirements”
(hitps://www.flrules.crg/Faw/FAWDOcuments/FAWVOLUMEFOLDERS 2022 /48235/48239doc. pd ):

A Drone that does.not collect, transmit, or receive Data during flight. Examples of such Dranes include Drones
that navigate along pre-programmed waypoints and tethered Drones. A Drone used by a Schoo! exclusively as
Instructional Technology shall be classified as Tier One Drone use.

Such production and distribution meet the requirements of subsectioh (4}, Foreign Countries of
Corncern; and subsection (5}, Standard Precautions, as follows:

4)  Fareign Countries of Concern. A Governmental Agency may not-purchase, acquire, or otherwise use-a
Drane or any related services:or equipment produced by a‘manufacturer domiiciled in, or produced by a
manufacturer the Governmental Agency reasonably believes to be-owned or controlled (In whole or in
part} by, .a Foreign Country-of Concerp,

5) Standard Précautions. A Drone or its software In Use by a Goverrimental Agency:

(a) Shall hot cofingct directly to thednternét.
{b)} Shail not directly.or Indliectly connect to the hetwork of a Goverimental Agency except that:

1.A Drone or itssoftware may connect directly to a computer or network that Is isolated
in a way that prevents accessto the intarnet and any network where the Data of a
‘Governmental Agency is held;

2. A Drone-or its software may, using removable. memory, connect indirectly to a computer
or network that'1s Isolated in a way that prevents access to any network where the Data
of a Governmiental Agency s held; and

3. Any transfei: of Data hetween an Isclated network described in sub-paragraphs 1. and 2.
and a network where the Data of a Governmental Agency is held requires:

‘a.  an initial sean using antivirus or anti-malware software for malicious code on
the computer that connected directly or Indirectly to the Drone;
b, the use of antivifus and antl-malware software during Data transfer; and
¢ ascan of the destliation of the transferred Data using antivirus-or ant-
malware software for malicious code.
(¢} Shall not cennect directly or indirectly with a telephone, tablet, or other moblle device issued by
a Governmental-Agency or that connects to a Governmental Agency network,
(d) Shall be used in compliance with all other applicable Data standards as required by law and the
Governmenital Agency's own policy and procedure.




Therefore, we agree and-comply with all applicable provisions of Tier One of the Florida Digital Service
Rule No. 60GG-2.0075.
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