
OVERVIEW

The Spanish National Security Scheme (ENS) is a regulatory framework
that establishes principles and basic requirements to ensure the security
of information within the scope of the Spanish Public Administration. It
sets forth a series of security measures and controls that must be
implemented by public sector organizations and entities, as well as by
service providers participating in public tenders related to services
provided by the administration to citizens. This includes subcontractors
involved in providing such services. These measures encompass aspects
such as access management, data protection, business continuity, and
incident management, among others.

Compliance with the ENS is mandatory for all mentioned entities, and its
application is supervised and regulated by the National Cryptologic
Center (CCN), which is the organization responsible for ensuring
information security in Spain.

SOLUTIONS

Implementation of the 
Spanish National Security 
Scheme (ENS).

KEY FIGURES

83% of SMEs are not prepared to respond to
a cyber attack.

30% of SMEs fear phishing as one of their
main cyber threats.

91% of SMEs still do not have cyber liability
insurance.

European Cybersecurity and Intelligence Provider. 
Global Top 100 Providers ranked 2023.
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We deeply understand the needs of SMEs, and we strive to meet them by designing, implementing, maintaining, and operating
comprehensive security plans based on the six functions of the NIST (Governance, Identification, Protection, Detection, Response, and
Recovery). Within these functions, our GRC area implements your ENS (Medium Level) in approximately one month.

How do we work?

▪ We assess the degree of compliance and implementation of the different regulatory and technical requirements of Information
Security, based on the legal standard National Security Scheme (ENS) at its Medium Category level.

▪ We define the scope within the Information Systems that support the services you provide to your clients, leveraging existing
systems and processes.

▪ We develop the Implementation Plan so that your Organization can achieve optimal compliance with its information security
obligations, aligning with established strategic objectives.

▪ We carry out the implementation of the National Security Scheme (ENS) according to RD 311/2022.
▪ Your ENS will be ready for certification by the entity accredited by ENAC that you choose.
▪ If desired, at no additional cost, we will assist you in finding the best certification body that suits your needs (certification costs

are not included).


