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Card Administrator 
Operating System: 

Windows® 8.1+ (32/64 bit), 7 (32/64 bit), Vista, 
XP, 2000, Server up to 2012/R2 .
Computer:

Pentium® 233 MHz or higher, or compatible; 
CD-ROM drive; VGA or higher graphics; 
128MB of RAM; Available USB, PCMCIA 
or ExpressCard port; and 8 GB available 
hard disk space.

Employee’s Computer

Operating System: 

Windows® 2000, XP Professional/Home 
Edition, Vista, Windows 7  or Windows 8.1+. 

Computer:

Pentium® 233 MHz or higher, or compatible; 
CD-ROM drive; VGA or higher graphics; 
128MB of RAM; Available USB, PCMCIA 
or ExpressCard port; and 70MB available 
hard disk space. Surface Pro 2 and 3 compatible

System Requirements
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General Information:
  Primary Application: Network-based computer, network, web and application user authentication
  Secondary Application: Card life-cycle management, password customization, and network integration
  Operating System: Windows XP, Vista 32/64-bit, Win7 and 8.1+ (32/64-bit)
  Servers: Win Server 2000, 2003, 2008, 2012 R2
  Web Browsers: up to IE 9, Firefox, Chrome
  Authentication factor: Double Two-Factor or Three-Factor Authentication

Password Security:
  Windows Bootup User LogOn
  Network Logon
  Auto Launch IE Web Browser
  Auto User Name & Password Fill and Submit
  Inter-/Intra-/Extra-net Logon
  Auto Record Internet Passwords
  Auto Launch Windows Applications
  Windows Applications Logon
  Unlimited Accounts Stored in 
  Data Storage Encryption Integration

Authentication & Security:
  FIPS 140-2 Verified by InfoGard®

  Up to 500 Character Length Password Manager
  Online ID Protection
  Phishing email Protections
  Keylogger Protection
  Password Generator and Configurator
  Change Password Reminder
  PIN and/or Biometrics Protection
  False Authentication Card Lock
  20 Character PIN Size
  Alpha/numeric/punctuation PIN Character Type
  Card Data Backup
  Works with Prox, Smartcard, PIV, CAC, RFID and more
  Card Removal Actions: User Log Off, Computer Lock Down, 
 Computer Shut Down, Nothing, or Custom
  Secure Card Data Printout
  Card Storage Data Encryption: AES 256, SHA-256
  Session Key Negotiation
  Key Diversification
  Challenge / Response for Card/Server Authentication

Full Featured:
  No FIPS 201 re-certification required
  Third-Party Software Logon
  Multiple Smartcard Compatibilty
  Add, View, Edit & Delete Cardholders
  Directories supported
  Database Importing & Exporting
  Supports Terminal Services
  Lost or Stolen Card Hotlist
  Recycle Cards and Licenses
  Generate Reports
  IT Administrator PIN Reset
  Administrator Card Issuance
  Card Data Recovery

Power LogOn Features
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