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Quick Start Guide

Prerequisites
What do you need?

1. RAK7244 WisGate Developer D4 Gateway
2. 16GB SD Card (included) + Card Reader
3. 5V at least 2.5A Micro USB Power Supply
4. A Windows/Mac OS/Linux Computer

What's included in the Package?

= &

16GB €@ migre

s6s Fe C€

RAK7244 Developer Gateway LoRa® Antenna GPS Antenna USB C - Power Adapter 16gb SD Card
(1) (1x) (1x) (1) (1)

Figure 1: RAK7244 WisGate Developer D4 Gateway Package Contents

Product Configuration
Accessing your Gateway

After burning the image into the SD Card, make sure you have inserted the SD Card with the Latest Firmware
installed to the RAK7244 WisGate Developer D4 Gateway and the LoRa and GPS Antenna attached to it. After
which, you can now safely power on the gateway. In this section, several ways in accessing the gateway are
provided to have different alternatives for you to choose depending on the availability of the requirements needed.

WARNING

Before powering the Raspberry Pi 4 you should install the LoRa and GPS antennas. Not doing so might

damage the boards.

Wi-Fi AP Mode

By default, the gateway will work in Wi-Fi AP Mode which means that you can find an SSID named like
"Rakwireless_XXXX" on your PC Wi-Fi Network List.

% Ealfwirreless_AAU &/p: zik"":_':i'fss—'q%?
Secured

Enter the network security key

e -

Connect Next Cancel

Figure 2: RAKwireless Access Point
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NOTE:

“XXXX" is the last 2 bytes of your RAK7244’s WiFi MAC address. Connect to this Wi-Fi SSID using the
password provided below. Take note also of the default IP address of the gateway provided below as this
will be needed in connecting via SSH.

o Wi-Fi Password: rakwireless
o Default IP Address: 192.168.230.1

Raspberry Pi 4 Ethernet Port

You can also connect your PC with the gateway through an Ethernet cable. By default, the IP address of the
gGateway'’s Ethernet interface is 192.168.10.10 , so you need to set the IP address of your PC’s Ethernet to the
same network segment, for example, 192.168.10.20 .

» To do this in Windows, go to Control Panel -> Network and Internet -> Network and Sharing Center and Click
Ethernet.

3% » Control Panel Network and Internet Network and Sharing Center

File Edit View Tools

View your basic network information and set up connections
Control Panel Home

View your active networks
Change adapter settings

Change advanced sharing Unidentified network Access type: No network access
settings Public network Connections: @ Ethernet 3
Media streaming options
Change your networking settings
%- Set up a new connection or network
=

Set up a broadband, dial-up, or VPN connection; or set up a router or access point.

g Troubleshoot problems

Diagnese and repair network problems, or get troubleshooting information.

See also
Internet Options

Windows Defender Firewall

Figure 3: Network and Sharing Center

» Click Properties then Choose Internet Protocol Version 4 (TCP/IPv4).
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& Ethernet 3 Status > E Ethernet 3 Properties >
General Networking  Sharing
Connection Connect using:
IPv4 Connectivity: No network access B Corechip SR9900 USB2.0to Fast Ethemet Adapter
IPv6 Connectivity: No network access
Media State: Enabled =
This connection uses the following items:
Duration: 00:02:36 !
v Client for Microsoft Networks ~
Speed: 100.0 Mbps 2
P P EHFile and Printer Sharing for Microsoft Networks
Details... [ - cke adule
- ; otocol
2 Microsoft LLDP Protocol Driver
Activity 1. Intemet Protocol Version 6 (TCP/IPv6) v
- < >
Sent — *g ——  Received
ag Install.... _ Uninstall Properties
Packets: 3,284 | 0 Description
Allows your computer to access resources on a Microsoft
network.
gproperties G[)isable Diagnose |
Close 0K Cancel

Figure 4: Ethernet Properties

« By default, it will obtain an IP Address automatically. Click the Option "Use the following IP Address" and enter
the IP Address: 192.168.10.20 and press OK.

Internet Protocol Version 4 (TCP/IPv4) Properties K

General Alternate Configuration

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator

for the appropriate IP settings.

@ Obtain an IP address automatically
(O Use the following IP address:

|

(®) Obtain DNS server address automatically
() Use the following DNS server addresses:

Validate settings upon exit

Internet Protocol Version 4 (TCP/IPv4) Properties
General

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

O Obtain an IP address automatically
(®) Use the following IP address:

IP address: [192.168. 10 . 20 |
Subnet mask: [255.255.255. 0 |
Default gateway: [ |

Obtain DNS server address automatically

(@) Use the following DNS server addresses:

Preferred DNS server: \ . . . |

Alternate DNS server: \ . . . |

[[Jvalidate settings upon exit

Figure 5: TCP/IPv4 Properties

Now , you should be able to access your gateway from your PC successfully using the IP Address

192.168.10.10 through SSH.

Log into the Gateway
1. Windows OS

SSH (Secure Shell) is typically used to log in to a remote machine and execute commands. There are a lot of free
and good SSH Clients out there namely Putty [/, BitVise SSH Client[”, MobaXterm[7 and many more. Feel free
to choose one that fits your needs, you will be using Putty for this guide.


https://www.chiark.greenend.org.uk/~sgtatham/putty/latest.html
https://www.bitvise.com/ssh-client-download
https://mobaxterm.mobatek.net/
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| Category:
—I Session Basic options for your PuTTY session
- ~Logging Speci L
= Terminal pecify the destination you want to connect to
- Keyboard Host Name (or IP address) Port
- Bell 192.168.230.1 |22 |
---.Features Connection type:
W-Ilcé}cé}garance O Raw O Telnet O Rlogin @ SSH O Serial
Behawoyr Load, save or delete a stored session
Translation
[ + Selection Saved Sessions
- Colours | |
—| Connection
_Data Default Settings Load
- Proxy
- Telnet Save |
- Rlogin
+ SSH Delete
. Serial
Close window on exit:
O Always O Never @ Only on clean exit |

About Help Open Cancel

Figure 6: Putty Software for SSH in Windows

 If you have connected to the gateway through Wi-Fi AP Mode, the IP Address is 192.168.230.1

 If you have connected to the gateway through Ethernet, the IP Address is 192.168.10.10

« It will then prompt you to enter the username and password. The default username and password is provided
below:
o Username: pi

o Password: raspberry

MP Thu Aug 15 11:49:

Figure 7: Command line after log in

2. Mac OS

Open the Terminal of Mac OS. Launch the Terminal application, which is found in "/Applications/Utilities/" directory
but you can also launch it from Spotlight by hitting Command + Spacebar and typing “Terminal” and then return:
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Q_ terminal

TOP HIT
=1 Terminal
DEFINITION
A terminal
SIRI KNOWLEDGE

Heathrow Terminal 3
Terminal 3

Terminal 3 station

@ Terminal 3 station Terminal

WEBSITES

manila-airport.net
miaa.gov.ph

en.wikipedia.org Kind Application
DEVELOPER Size 10.1 MB

Created 26/02/2019
Modified 13/03/2020
. Terminal.php — Projects Last opened 22/05/2020

. Terminal.php

Figure 8: Opening Terminal in Mac OS

Open the terminal of Mac OS. Enter root mode by typing the following command: " sudo -i "

® i ™ rak — sudo — 80x24

Last login: Wed May 8 15:24:42 on ttysoee
[Mac-Pro:~ RAK$ sudo -1
Password:[]

Figure 9: SSH in Mac OS

« If you are not in root mode, enter " ssh pi@192.168.230.1 " in the terminal to login to your gateway, the default

password is "raspberry".
 If you connect your PC with the gateway through Ethernet Cable, you should enter " ssh pi@192.168.10.10 ",
the default password is "raspberry”.

®@ e " rak — pi@rak-gateway: ~ — ssh — 80x24

Last login: Wed May 8 15:24:42 on ttyseee

Mac-Pro:~ RAK$ sudo -1

Password:

Mac-Pro:~ root# ssh piP192.168.230.1

piP192.168.230.1's password:

Linux rak-gateway 4.14.71-v7+ #1145 SMP Fri Sep 21 15:38:35 BST 2018 armv71

The programs included with the Debian GNU/Linux system are free software;
the exact distribution terms for each program are described in the
individual files in /usr/share/doc/x/copyright.

Debian GNU/Linux comes with ABSOLUTELY NO WARRANTY, to the extent
permitted by applicable law.
Last login: Tue Apr 30 ©9:55:41 2819 from 192.168.230.211

SSH is enabled and the default password for the 'pi' user has not been changed.
This is a security risk — please login as the 'pi' user and type 'passwd' to set

a new password.

piPrak-gateway:~ $ [J

Figure 10: Log-in Successful Notification

3. Linux OS

If the OS of your PC is Linux, you should do the same as the Mac OS, except the root mode.
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Accessing the Internet

Assuming you have successfully logged into your Gateway using SSH. Enter the following command in the
command line:

gateway-config

You will now then see a page like the following picture below:

(Gateway ID:B827EBFFFE4FEO5SF | Version: 4.1.6R)
Configuration opti®Ms:

!

2 Setup RAK Gateway LoRa concentrator
Restart packet-forwarder
Edit packet-forwarder config
Configure WIFI
Configure LAN

< Quit >

Figure 11: Configuration Options for the Gateway

1. Set pi password - used to set/change the password of the Gateway.

2. Set up RAK Gateway LoRa Concentrator - used to configure the frequency, which the Gateway will operate
on, and the LoRaWAN Server which the Gateway will work with.

3. Restart packet -forwarder - used to restart the LoRa packet forwarded process.

4. Edit packet-forwarder config- used to open the global_conf.json file, in order to edit LoRaWAN parameters
manually.

5. Configure Wifi - used to configure the Wi-Fi settings in order to connect to a network.

6. Configure LAN - used to configure the Ethernet adapter settings.

Connect through Wi-Fi

If you want to connect through Wi-Fi, it can easily be done with the Wireless capabilities of the Raspberry Pi 4 by
choosing "5 Configure WIFI". By default, the RAK7244 WisGate Developer D4 Gateway works in Wi-Fi AP Mode.
In order for the Gateway to connect to the router, it must work in Wi-Fi Client Mode.
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Configure wifi
Configuration options:

Enable AP Mode/Disable Client Mode|

Enable Client Mode/Disable AP Mode
Modify SSID and pwd for AP Mode
Add New SSID for Client

Change Wi-fi Country

<Cancel>

Figure 12: Configuration options for WIFI

There are 5 options to choose from in the Wi-Fi configuration menu:

1. Enable AP Mode/Disable Client Mode - the gateway will work in Wi-Fi Access Point Mode after rebooting
while the Wi-Fi Client Mode will be disabled (this is the default mode).

2. Enable Client Mode/Disable AP Mode - the gateway will work in Wi-Fi Client mode after rebooting, while Wi-FlI
AP Mode will be disabled.

3. Modify SSID and pwd for AP Mode - used to modify the SSID and password of the Wi-Fi AP. Only works if the
Wi-Fi AP Mode is enabled.

4. Add New SSID for Client - this is used if you want to connect to a new Wi-Fi Network. Only works in Wi-Fi
Client mode.

5. Change Wi-Fi Country - this is used to modify the Resident Country to match with Wi-Fi standards.

WARNING

In order to enable Wi-Fi Client Mode, you have to disable first the AP Mode.

Once Wi-Fi AP Mode has been disabled by choosing "2 Enable Client Mode/Disable AP Mode", you can now
then connect to a new Wi-Fi Network by choosing "4 Add New SSID for Client":
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Configure wifi
Configuration options:

Enable AP Mode/Disable Client Mode
Enable Client Mode/Disable AP Mode
Modify SSID and pwd for AP Mode

Add New SSID for Client

Change Wi-fi Country

<Cancel>

Figure 13: Add a new SSID

« Start by selecting your country of residence:

Select the country in which the Pi is to be used

PE Peru

PF French Polynesia

PG Papua New Guinea

PK Pakistan

PL Poland

PM St Pierre & Miquelon
PN Pitcairn

PR Puerto Rico
PS Palestine

- EEEEEE e EEEEEEE

Figure 14: Selecting Country of Residence

» Enter the SSID of the network you want to connect:

WARNING

Please ensure to input the correct Wi-Fi SSID and Password or you will not be able to connect to the
RAK7244 again via SSH in Wi-Fi AP Mode. If stuck in this situation, please follow this procedure listed in
the Reverting to Wi-Fi AP Mode section which is applicable for all Raspberry Pi based gateways to work
again in Wi-Fi AP mode.
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Please enter SSID

Figure 15: SSID of the Network you want to connect to

« Enter also the password. Just leave it empty if None.

Please enter passphrase. Leave it empty if none.

Figure 16: Password of the Wi-Fi

Connect through Ethernet

If you want to connect to router through Ethernet Cable, do the following steps:

« In the main configuration menu, choose “6 Configure LAN". This will let you set up a static IP address for the
Gateway’s Ethernet adapter.

» Just fill a static IP Address according to the IP address of the router you want to connect. Please note that the
gateway and the router must be in the same network segment, otherwise the connection will fail.

« By default, the IP Address of the gateway's Ethernetis 192.168.10.10
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Set etho IP
IP:

{192. 168.10.100

Figure 17: Default Gateway Ethernet IP Address

« Then configure the IP address of the Router. This is the LAN Interface IP address of the router.

Set eth0 gateway IP
Gateway IP:

{192. 168.10.10

Figure 18: LAN Interface IP Address of the Router

e Press OK then the success message will appear.

« Lastly, reboot the Gateway using the command " sudo reboot "inthe command line and it will connect to the
router successfully through Ethernet.

Optional Configurations

These configurations under this section are only optional and situational.

Reverting to Wi-Fi AP Mode

In the event that you have entered either or both icorrect Wi-Fi SSID and Password in the Wi-Fi Client Mode setup
for the RAK7244 WisGate Developer D4 Gateway to connect to the router, follow these set of steps for you to work
again in Wi-Fi AP Mode and redo the setup.
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 Remove the SD Card from your RAK7244 WisGate Developer D4 Gateway and insert it into your PC. Your PC

should be able to detect it same with the image below:

SD HC boot (F:)

=" 19.8 MB free of 42.2 MB

Then create a new file named “rak_ap” in this folder:

| ] start_cd.elf
|| start_db.elf
| start xelf

| rak _ap

Figure 19: Creating rak_ap file to your SD Card

» Using your "Command Prompt" or "Terminal”, navigate to your SD Card and type this command to generate

the "rak_ap" file.

cd > rak_ap

e Check if the rak_ap file is created succesffuly. If so, re-insert the SD Card into your RAK7244 WisGate
Developer D4 Gateway and it should work again in Wi-Fi AP Mode.

Configuring the Gateway

Assuming you have successfully logged into your Gateway using SSH, enter the following command in the

command line:

sudo gateway-config

You will now then see a page like the following picture below
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RAK2245 j(Gateway ID:B827EBFFFE4FE95F | Version: 4.1.6R)
Configuration optIBMS:

|

2 Setup RAK Gateway LoRa concentrator
Restart packet-forwarder
Edit packet-forwarder config
Configure WIFI
Configure LAN

Figure 20: Config Options for the Gateway

1. Set pi password - used to set/change the password of the Gateway.

2. Set up RAK Gateway LoRa Concentrator - used to configure the frequency, which the Gateway will operate
on, and the LoRaWAN Server which the Gateway will work with.

3. Restart packet -forwarder - used to restart the LoRa packet forwarded process.

4. Edit packet-forwarder config- used to open the global _conf.json file, in order to edit LoORaWAN parameters
manually.

5. Configure Wifi - used to configure the Wi-Fi settings in order to connect to a network.

6. Configure LAN - used to configure the Ethernet adapter settings.

NOTE:

A unigue ID will be generated in for Gateway. This is also called Gateway EUI squared in red in the figure
above and is essential for registering the gateway with any LoRa Network Server (TTN, ChirpStack)

There is also another way to get your "Gateway ID", just enter the command below in the command line:

gateway-version

Figure 21: Gateway ID using the command line

Setting a new password for the Gateway

It is a good security practice to change the default password "raspberry” which is the same on all Raspberry Pi
devices.

1. First, choose "1 Set pi password" option referred on the image below.
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RAK2245 (Gateway ID:B827EBFFFE4FE95F Version: 4.1.6R)
Configuration options:

|

2 Setup RAK Gateway LoRa concentrator
Restart packet-forwarder
Edit packet-forwarder config
Configure WIFI
Configure LAN

Figure 22: Set Pi Password

2. Next, press "Yes" and you will be asked to enter your new password twice then press "Enter".

Setup pi password
You will be asked to enter a new password.

< |es > < No =

Figure 23: Confirm Password Change

3. Alright, the success message for changing password will then pops up.

Setup pi password
Password has been changed succesfully.

Figure 24: Successful Password Change

Setup RAK Gateway LoRa Concentrator

This menu allows you to select your LoRa frequency band and one of the two available Networks Server options
by choosing "2 Setup RAK Gateway LoRa concentrator"
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RAK2245 (Gateway ID:B827EBFFFE4AFE95F Version: 4.1.0R)
Configuration options:

Set pi password

Restart packet-forwarder
Edit packet-forwarder config
Configure WIFI

Configure LAN

Figure 25: Choosing Setup RAK Gateway LoRa concentrator

You can choose one of two supported LoRa Servers here: TTN or ChirpStack.

Serveris TTN

Server-plan configuration
Select the Server-plan:

| [Server is TTN

2 Server is ChirpStack

<Cancel>

Figure 26: Serveris TTN

e TTN (The Things Network) - If you choose TTN as the LoRa Server, you will see the following page. Visit this
article[ for more information on your local TTN frequency plan. This will allow you to choose the correct plan.


https://www.thethingsnetwork.org/docs/lorawan/frequencies-by-country.html
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TTN Channel-plan configuration
Select the Channel-plan:

AU_915_928
CN_470_510
EU_863_870
IN_865_867
KR_920_923
RU_864_870
Us_902_928

<Cancel>

Figure 27: Selecting the TTN Channel Plan

After choosing the correct frequency, the success message will appear as shown below.

Server-plan configuration
Server-plan configuration has been copied.

Figure 28: Successfully Changed the Frequency

Server is Chirpstack

Server-plan configuration
Select the Server-plan:

1 Server is TTN

| MServer is ChirpStac

<Cancel>

Figure 29: Server Is Chirpstack
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ChirpStack - If you choose Chirpstack as your LoRa Server, you will see the following page with two options
available:

» ChirpStack Channel Plan Configuration - used to configure your Regional Frequency Band.
» ChirpStack ADR Configure - used to enable/disable the Adaptive Data Rate (ADR) functionality.

First, select "1 ChirpStack Channel-plan configuration" for configuring your frequency channel. Then, set the IP
address of the ChripStack.

ChirpStack Channel-plan configuration
Server the Channel-plan:

| @ChirpStack Channel-plan configuration

2 ChirpStack ADR configure

<Cancel>

Figure 30: Regional Frequency Band Option

lora server IP
SERVER_IP:

{12?.9.9.1.

Figure 31: Default LoRaServer IP Address

NOTE

The default IP Address is " 127.0.0.1 ". If you want to use an external LoRaServer, you need to set it to
its IP Address.

« If you have instead selected "Chirpstack ADR Configure" you can enable/disable the Adaptive Data Rate
(ADR) functionality:
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ChirpStack ADR configuration
ChirpStack ADR configuration:

i

2 Disable ADR

<Cancel>

Figure 32: Chirpstack ADR Enable/Disable

Connecting to the Things Network (TTN)

The Things Network is about enabling low power devices to use long range gateways to connect to an open-
source, decentralized network to exchange data with Application. Learn more about the Things Network through
their documentation[4.

» First, you should have connected your gateway into the internet through the router according to the method
which has been introduced in the Accessing the Internet section.

» Second, config your Gateway and choose TTN as the LoRa Server and choose a correct frequency according
to the method which has been introduced in the Configuring the Gateway section.

» Now go to the TTN Website[” and Login. You will then see the following page:

)
‘ Communities Learn Support Forum Devices Conference Hi RAKwireless
THE THINGS
NETWORK

Building a global open LoORaWAN™ network.

Figure 33: The Things Network Home Page

e Choose Console then Click Gateways.


https://www.thethingsnetwork.org/docs/
https://www.thethingsnetwork.org/
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‘\\ EHE THINGS CONSOLE Applications Gateways Support Q RAKwireless ~

ETWORK COMMUNITY EDITION

&) Hi, RAKwireless!
Welcome to The Things Network Console.

This is where the magic happens. Here you can work with your data. Register applications, devices and gateways, manage your integrations,
collaborators and settings.

APPLICATIONS GATEWAYS

Figure 34: The Things Network Console Page

« All of your Registered Gateways will be displayed here in this page. Click "register gateway"

"\ THE THINGS CONSOLE - )
‘ NETWORK COMMUNITY EDITION Applications ~ Gateways  Support ) RAKwireless +
Gateways
GATEWAYS register gateway

You do not have any gateways

Get started by registering one!

You are the network. Let's build this thing together. — The Things Network

Figure 35: Adding a Gateway to TTN
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‘\\ "I;l'!E‘_THINGS CONSOLE Applications Gateways Support Q RAKwireless ~

WORK COMMUNITY EDITION

Gateways Register

REGISTER GATEWAY

Gateway EUI
The EUI of the gateway as read from the LoRa module

B8 27 EB FF FE 4F E9 5F

I'm using the legacy packet forwarder
Select this if you are using the legacy Semtech packet forwarder.

Description
Ahuman-readable description of the gateway

RAKwireless Test Gateway

Frequency Plan
The frequency plan this gateway will use

Europe 868MHz &

Router
The router this gateway will connect to. To reduce latency, pick a router that isin a region which is close to the location of the gateway.

Figure 36: Registering your Gateway

» Gateway EUI - refers to the Gatway ID you obtained from the previous steps. In case you forgot, just type
gateway-version inthe command line. This must be the same with the Gateway's True Gateway ID
otherwise you will fail to register your Gateway on TTN.

(Gateway ID:B827EBFFFE4FE9SF | Version: 4.1.0R)
Configuration optIBMS:

|/ [Set pi password
2

Setup RAK Gateway LoRa concentrator
Restart packet-forwarder

Edit packet-forwarder config
Configure WIFI

Configure LAN

Figure 37: RAK7244 - LPWAN Developer Gateway ID in SSH

NOTE:

Make sure to select the "I'm using the legacy packet forwarder" check box.

» Description - A human readable description of your Gateway.

e Frequency Plan - This is the frequency you want to use and it must be the same with Gateway and the Node.

« Router - The router this gateway will connect to. To reduce latency, pick a router that is in a region which is
close to the location of the gateway.

» Location - Choose the location of the Gateway by entering its coordinates. This is reflected on the Gateway
World Map.

» Antenna Placement - Where is your antenna placed? Is it placed indoors or outdoors?

Click Register Gateway and wait for a couple of minutes . If the status of your gateway is Connected,
Congratulations! & Your gateway is now connected to the The Things Network (TTN).
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‘\\ THETHINGS CONSOLE

NETWOREK COMMUNITY EDITION Applications ~ Gateways  Support ) RAKwireless +

Gateways b eui-b827ebfffede95f

Overview Traffic Settings

GATEWAY OVERVIEW O settings

Gateway ID  eui- b827ebfffede?5f
Description RAKwireless Test Gateway

Owner Q RAKwireless 4. Transfer ownership

Status connected

Frequency Plan Europe 868MHz

Router ttn-router-eu
GatewayKey @ 7

Last Seen 23 seconds ago

Received Messages 19

Figure 38: RAK7244 - LPWAN Developer Gateway TTN Connection Success

Connect the Gateway with Chirpstack

The ChirpStack or previously known as LoRaServer project provides open-source components for building
LoRaWAN networks. You can learn more about ChirpStack here

For the RAK7244 WisGate Developer D4 Gateway there are 2 ways to use the ChirpStack:

1. Using the built-in ChirpStack

There is a built-in ChirpStack in every RAK Developer gateway if you use the latest firmware.

« When you use it for the first time after burning the latest firmware, the Gateway will work in the EU868 Band
and use the built-in ChirpStack as its default LoRa Server. If you don't want to change the frequency or LoRa
Server, you don't have to do anything as this will be configured automatically when the Gateway boots.

o However if it is not the first time and you want to use the built-in ChirpStack as the LoRa Server, follow the steps
discussed in Configuring the Gateway the Gateway section.

» Optional: If ever you disabled the AP Mode and you have connected it to your own Wifi network (Client Mode).
You can search for your gateway’s IP Address via Advanced IP Scanner(Z. Copy the IP Address of your
Gateway, it should have a Manufacturer name of Raspberry Pi Foundation:


https://www.chirpstack.io/
https://www.advanced-ip-scanner.com/

o~
&
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192.168.254.1-254, 192.168.35.1-254 Search g |

Results Favorites

Status Marme IP Manufacturer MAC address Comments
- - -
-
Y - - - STTH T - .
L 192.168.254.105 192.168.254.105 Raspberry Pi Foundati... B8&:27:EB:A5:5E:96
- -

73%, 7 alive, 4 dead, 362 unknown | —

Figure 39: IP address of your RAK7244 using IP Scanner

« There is a Web-based Ul that comes with the ChirpStack instance. Simply open a browser and enter the
following credentials:
o Browser Address: <Gateway IP address>:8080 (Example: http://192.168.254.176:8080)
o Username: admin
o Password: admin

WARNING

It is advisable to change your password to tighten the security of your account. You can change this by

clicking the "change password" button at the user icon.

ChirpStack Application Server X

C  ® Notsecure = 192.168.254.176 Y @ ncognito

Login

Username *

Password *

LOGIN

Figure 40: ChirpStack Web-based Ul
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« Everything should be pre-configured: Device profiles have been created, the Gateway has been registered with
the server, etc. If you go to the Gateways tab and click on rak_gateway, you should see the Gateway details

page.
@ Chil’pStSCk Q, Search organization, application, gateway or device
= Network-servers
Gateways + CREATE
@  Gateway-profiles
[iig] Organizations LIST MAP
2 All users
chirpstack - Name Gateway ID Gateway activity (30d)

rak_gateway b827ebfffe4e95f

£ Org. settings

; OrgA users Rows per page: 10 = 1-10of 1
2= Service-profiles
I Device-profiles
@ Gateways
Applications

Figure 41: Available Gateways in Chirpstack

Go to the rak_gateway and see the "Last seen" status. It must be a few seconds ago which signifies that the
Gateway is visible in the ChirpStack server.

&= (53 ChirpStack

Q, Search organization, application, gateway or device

E Network-servers —
Gateways / rak_gateway
@  Gateway-profiles
1 Organizations GATEWAY DETAILS ~ GATEWAY CONFIGURATION ~ GATEWAY DISCOVERY  LIVE LORAWAN FRAMES
- All users 7 7 ) ,
G detail + T A “Hlle
ateway details /] 5 9 3 s
chirpstack - y /| fi W ‘5 5 ;
— i \\ Ay [
/] @ 4
<

£ Org. settings

- Org. users

a= Service-profiles

3= Device-profiles

® Gateways
Applications

Gateway ID Tambagé‘ﬁ
b827ebfffe4e95f I

Altitude —= ‘

0 meters Jasmin \ = g//\\
PN N

IA
uobyyy,
R
¥
_—////

GPS coordinates " 2 E%‘é"&i‘\“/ o\
8.217380210038176, 124.23949873964712 & %% Y "f & \ b
z % 8. o 1)
Last seen © 3 %/"2;@ :
2\ X
a few seconds ago B p\
Af/j’/

Figure 42: Last Seen Status

2. Using an Independent ChirpStack

You can setup an Independent ChirpStack by yourself. This is a lot more complicated having to deploy a remote
ChirpStack by yourself but Chirpstack provided a detailed guide on how to do it here 7.


https://www.chirpstack.io/guides/debian-ubuntu/
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Architecture = Setup ChirpStack software repository

This tutorial describes the steps needed to setup « Install ChirpStack Gateway Bridge
BB GUIDES the ChirpStack stack including all requirements on » Installing the ChirpStack Network Server
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Quickstart Microsoft Azure * Debian 10 (Buster)
Ansible and Vagrant Please refer to the other install pages for more
_ generic installation instructions.
Raspberry Pi
MQTT authentication ASSUmptionS
First gateway and device Many configurations of these packages are possible. Dependent software packages could be installed on any

number of remote servers, and the packages themselves could be on their own servers. However, in arder to
simplify the initial installation, we will assume the following deployment architecture:
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Figure 43: Chirpstack Getting Started Guide on Ubuntu

WARNING

Remember to run the " sudo gateway-config " command in the CLI and point the Gateway to the IP
address of the machine you just installed Chirpstack on. This can be done in item 2 in the menu Setup
RAK Gateway LoRa concentrator.

» Assuming you have set it up correctly, Login to your ChirpStack to register your Gateway by opening the
ChirpStack's web page in a browser by entering:
o Browser Address: <IP Address of ChirpStack>:8080
o Username: admin

o Password: admin

Login

Username *

admin

Password *

LOGIN

Figure 44: ChirpStack Login Page

o Click "Gateways" and Press "+ CREATE" to register your Gateway
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Figure 45: ChirpStack Registered Gateways

Click "Create" to register your Gateway and fill up the necessary information.

( 2) ChirpStack Q, Search organization, application, gateway or device

o
o= Network-servers
Gateways / Create

@  Gateway-profiles
B Organizations

Gateway name *
K3 All users RAKwireless_Gateway

The name may only contain words, numbers and dashes
chirpstack v Gateway description *

RAKwireless Test Gateway
£ Org. settings

- Org. users
Gateway ID *
2= Service-profiles b8 27 eb ff fe 4f e9 57 mMse (¥
'—TE Devioe-profiles Network-server *
Select network-server -
@ Gateways Select the network-server to which the gateway will connect. When no network-servers are available in the dropdown, make sure a service-profile exists for
this organization
Applications

- Gateway-profile

Figure 46: Registering your own Gateway

« Fillin the Gateway ID that we got from the Configuring the Gateway section, also called Gateway EUI.

« If you have properly configured your Gateway and there is a network connection between the external
ChirpStack and your Gateway, you should see the following page and status:
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Figure 47: Successfully Registered the Gateway

Congratulations! &% You have connected your gateway to an external ChirpStack Successfully!

Last Updated: 9/13/2020, 2:53:36 PM



