
Privacy statement
www.intuitashop.com

The Paleandra Ltd. (headquarters: 1102 Budapest, Liget u 12 / B 1st floor 1 .; company 
registration number: 01-09-707729; registration authority.. Metropolitan Court of 
Registration, Tax ID: 12874828-2-42) (hereinafter: provider)  operates a webshop, 
www.intuitashop.com (hereinafter the webshop), during which provider manages data of 
visitors to the webshop. In relation to the data management, Service Provider hereby 
informs  Users of the personal data it manages on the webshop, principles and practices 
followed during handling personal data, and the ways and possibilities of exercise of the 
rights of those affected.
Provider respects the moral rights of Website visitors; personal information confidentially
recorded in accordance with data protection legislation and international 
recommendations, handled in accordance with this privacy statement.
User agrees to the following by using the webshop and contributes to treatments data set 
out below.

1.   INFORMATION ON THE USE OF COOKIES

What is a cookie?

The Data Manager uses so-called cookies (cookies) during the site visit. Cookies are an 
information packet made of letters and number that our website sends to your browser 
with the aim to save some of your settings to facilitate the use of our website and 
contribute in making some relevant statistical information to collect from our site 
visitors.
Cookies do not contain any personal information and are not suitable for individual user 
identification. Cookies often contain personal identification - a secret, randomly 
generated series of numbers - that is stored on your device. Some cookies disappear after 
you close the site and some will be stored on your computer for a longer period.

Legal background and legal basis for the cookies:

2011 CXII of data management background information on the law of self-determination 
and freedom of information. CVIII 2001 on certain aspects of the law (Infotv.) And 
electronic commerce services and information society services. provisions of the Act. 
The legal basis of data management Infotv. In accordance with your consent § 5, 
paragraph (1) a).



Main features of cookies used by our webshop:

Cookies strictly necessary for the operation of the website: These cookies are essential to 
use the website and enable you to use the basic functions of the website. The lack of 
these cookies will result in many of the features of the site will not be available to you. 
The lifetime of these types of cookies are limited to the duration of the session.

Cookies are designed to improve user experience: These cookies collect information 
about the user's web use, such as which pages you visit most often, or what site you get 
an error message from. These cookies do not collect identifying information about the 
visitor which means they work with very general, anonymous information. The data 
obtained therefrom is used to improve the website's performance. The lifetime of these 
types of cookies are limited to the duration of the session.

RTB personalized retargeting cookies: These may appear while browsing on other sites 
of the Google Display Network or when searching for or products or services related 
terms to earlier users or visitors. Website visitors may skip technological use of RTB by 
clicking the following link: http://adpilot.com/index.php?pid=privacy-opt-out

Some features will not be available to you if you do not accept the use of cookies.

More information on how to delete cookies can be found on the following links:
Internet Explorer:  http://windows.microsoft.com/en-us/internet-explorer/delete-manage-cookies#ie=ie-11

Firefox:  https://support.mozilla.org/en-US/kb/cookies-information-websites-store-on-your-computer

Chrome: https://support.google.com/chrome/answer/95647?hl=en

2.   BROWSING ON THE WEBSHOP

Registration is not a condition of browsing and shopping on the webshop. Service 
provider does not store any information about visitors to the Site.

Data management for ordering and invoicing

3.   PURPOSE OF DATA PROCESSING

Issuing and fulfillment of accounting document retention obligations of legally compliant
invoice. The Accounting Act. § 169 (1) - (2) business associations must keep accounting 
records directly and indirectly supporting the bookkeeping accounts.



4.   LEGAL BASIS OF DATA PROCESSING

CXII of 2011 on informational self-determination and the right to freedom of information
data treatment by the Service Provider. Act (hereinafter referred to as Info.tv ..) in 
accordance with § 5, paragraph (1) a) Based on voluntary contributions from Members, 
in case of withdrawal of consent Infotv. complete the legal obligations set out in the 
Accounting Act was imposed on the basis of § 6 Data Manager (5) a) and 2001 CVIII on 
certain aspects of electronic commerce services and of information society services. It 
will be based on the law. User gives his/her consent by entering each data with regard to 
the use of the Website or the information in question.

5.  DATA CONTROLLER TITLE

Name of the controller: Paleandra Ltd. (hereinafter referred to as Data Manager).
The Data Manager's headquarters: 1102 Budapest, Hungary, Park u 12 / B. 1st floor. First
The Data Manager mailing address: 1056 Budapest, Hungary, Váci u. 61, Intuita Gallery
The Data Manager e-mail address:  intuitashop@intuitashop.com
The Data Manager s phone number: + 361 / 337-1248
Website: https://www.intuitashop.com

Given that the data management refers to users or clients regarding data controller, so the
Info.tv. § 65 (3) par. Based on a) registration of privacy of the data processing is not 
required.

6.   DURATION OF DATA MANAGEMENT

The duration of managing mandatory personal data provided when puchasing from the 
webshop is from the data granting date to the data in question is deleted. 
Invoices issued the Accounting Act. Based on § 169 (2) shall be kept for eight years from
the invoice date.
Please be advised that if he withdraw its consent to issue the invoice, the Controller of 
Infotv. authorized personal information learned during eight years to keep the invoice on 
the basis of § 6, paragraph (5) a).



7.  SPHERE OF MANAGED DATA

In the order, the User must provide the following mandatory personal data:
- your e-mail address,
- first name,
- surname,
- billing address (country, city, street, house number, postal code),
- delivery address (country, city, street, house number, postal code),
- phone number.
After entering data the Site shall inform you about the successfulness of  your order.
During data management, data manager handles your data listed above and the goods you
purchased.
Service provider agrees that he/she will not send e-mails excluding related e-mails to the 
services used by the user and newsletters sent with the user's consent to the e-mail 
address provided by the user.

8. SCOPE OF DATA COGNITIVE PERSONS, THE
TRANSMISSION OF DATA, DATA PROCESSING 

Service provider and internal services staff are entitled to know primary data but it is not 
published and is not transferred to third parties.
Service provider may take processor (eg. transport companies, accountants) among the 
underlying IT system operation and fulfillment of orders, settlement of accounts 
available. Service provider is not responsible for the privacy practices of such external 
actors.

Data management relating to the carriage of goods
The mandate and the legal basis of data management:
2011 CXII of data management background information on the law of self-determination 
and freedom of information. Law (Infotv.) standards are. The legal basis of data 
management Infotv. § 5, paragraph (1) in accordance with a) your consent

The objective of data management:
The purpose of the data processing is that the contractual partner  delivers the ordered 
goods adapted to your needs with your assistance.

The range of processed data:
During data management, Data Controller handles your name, address, email address, 
and phone number.



Duration of data management:
Data Controller manages data for the duration of the delivery of the ordered goods. In 
addition to the above, only if it laid down in law and may be based on the user's consent 
for transfers of personal data.

Data management for sending newsletters
M  andate and legal basis of data management:
2011 CXII of data management background information on the law of self-determination 
and freedom of information. Law (Infotv.) and XLVIII of 2008 on Essential Conditions 
of and Certain Limitations to Business Advertising Activity. Law (GRT.) reported. The 
legal basis of data management Infotv. § 5, paragraph (1) a) and GRT. in accordance with
paragraph (2) your consent - § 6 (1).

The objective of data management:
The objective of managing the data is to be informed of the latest and best offers and 
promotions.

The range of processed data:
In the course of data management, Data Controller handles your name, email address.

Duration of data management:
Until the withdrawal of the consent.

Additional data management

If the data controller intends to undertake further data management, he/she will provide 
information in advance of the data processing relevant circumstances (legal background 
data management and legal basis for the purposes of the treatment, the range of data 
processed, the duration of data processing).
We inform you that based on the authorities delegated by law, written requests for 
information must be fulfilled by the Data Manager. 
The Data Management keeps a record for data transmission (which authority, what 
personal data on what legal basis, when transmitted by the Data Manager) in accordance 
with paragraph (3), which provides information about the contents of the request of the 
data controller, except when the law excludes information providing - § 15 (2).

9.   DATA SAFETY

Service Provider shall take all necessary steps to ensure the security given by any 
personal information both during network communication, both during storage and 
protection of data. 



Access to personal data is strictly limited to prevent unauthorized cognition, 
unauthorized alteration, use or deletion of personal data.

10.   USER RIGHTS AND LAW ENFORCEMENT 
OPTIONS 

Within the duration of data management you have:
• the right to information,
• the right to rectify the data,
• the right to delete your data,
• the right to lock the data,
• the right to protest.

User is entitled to request information held by the Service Provider, on his or her 
personal data, modify them. Any time, upon request, user is entitled to delete data via the 
contact details given in this section.

At the request of User, Service Provider provides information on data relating to User 
managed by Service Provider, the purpose of the data processing, legal basis, duration, 
and about who and for what purpose the data were received. Service Provider provides 
the requested information within 25 days of submission of the application in writing.

User may exercise his/her rights on the following addresses:

Mailing address:  Paleandra Ltd., intuited 2 Gallery 1056 Budapest, Váci u. 61
E-mail: intuitashop@intuitashop.com

User may contact Service Provider on any matter or comments related to data 
management through the above contacts.

The user may at any time request the correction or deletion of data recorded. Service 
Provider deletes  the data within 3 working days of receipt of the request, in this case it 
will not be possible to restored it again. The cancellation does not apply to data treatment
required by the law (eg. Accounting regulations), Service Provider retains it for the 
necessary period.

You may object to the processing of personal data,
• When handling or transmission of personal data is needed only in case of compliance 
with a legal obligation to which the data controller, the data importer or legitimate 
interests pursued by a third party, except compulsory treatment and Infotv. be included in
§ 6 (5);



•if use or disclosure of personal data happens  - without your consent - for the purpose of 
direct marketing, public opinion research or scientific research.

Data controller examines the protest as soon as possible but within 15 days to decide on 
the merits of the issue and inform you in writing of its decision. If the data controller 
does not comply with the request for rectification, blocking or deleting of the concerned 
(User), communicate factual and legal reasons for rejecting the application for 
rectification, blocking or deleting request within 25 days of receipt of request in writing 
or electronically with the consent of the concerned (User).

The user can enforce under the Info.tv. and the Civil Code (Act IV of 1959). Rights 
before the courts or the National Data Protection and Freedom of Information Authority 
(1125 Budapest, Szilágyi Erzsébet fasor 22 / c .; mailing address: 1530 Budapest Pf .: 5, 
e-mail: may +36 (1) 391-1400): tel ugyfelszolgalat@naih.hu fundamental rights may also
request assistance of the Commissioner (1051 Budapest, Nador u 22 Mailing address:. 
1387 Budapest, PO Box 40, for further information. https://www.ajbh.hu/.

Please note also that in case of violation of the statutory provisions on data processing, or
if the data controller has failed to fulfill any request, you can go to court against the Data 
Manager.

If user provided third party data during the order to use the service or caused damage in 
any way while the use of the webshop, Service Provider is entitled to assert damages 
against the User. In this case Service provider provides all data he/she can to help the 
competent authorities in order to establish the identity of the offender.

11.  USE OF E-MAIL ADDRESSES

Service Provider pays special attention to the legality consumption of the email addresses
it manages, so they are used only in the manner specified below (or informational 
advertising) for sending e-mail.
Managing e-mail addresses primarily serves user identification, fulfilling orders, liaison 
when using the services, so primarily this is the reason for sending e-mails.

In case of change in services or the Terms of Service provided by service provider the 
information on the changes, as well as for other services similar to the services will be 
sent electronically in some cases, service provider e-mails it to those concerned. Such 
"notification list" cannot be opt out, however, Service Provider may not use this for 
advertising purposes.

Service Provider only sends ad mails containing advertising (newsletter) to e-mail 



addresses provided during the process of the order only with the user’s consent in 
accordance with legal requirements and ways.

12.   OTHER PROVISIONS
Service Provider reserves the right to modify this Privacy Statement unilaterally with 
prior notice to the Users. Following the entry into force of the amendment user using the 
service accepts the amended Privacy declaration or implicitly.


