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The Kanguru UltraLock™ External Hard Drive  
provides great features for protecting and storing data. 
With up to 5 Terabytes of data storage capacity
available, secure firmware, and a convenient 
physical write protect switch, the Kanguru UltraLock
is unparalleled. Secure firmware helps protect 
organizations from third-party malware attacks and is 
ideal for Endpoint Security environments.  The physical 
write protect switch allows users to easily toggle between 
read/write and read-only mode which can protect the 
drive from viruses and data from being accidentally overwritten.
The UltraLock is also available as a high-speed Solid State 
Drive (SSD) model for superb speed, capacity and quality.
 

FEATURES/BENEFITS

•	 Physical Write Protect Switch
•	 SuperSpeed USB 3.0
•	 Secure Firmware
•	 Protective Rubber Skin
•	 Windows / Mac Compatible
•	 Maintains compatibility with USB 2.0
•	 Plug and Play
•	 Compact, Lightweight, Durable Design
•	 Convenient Mobility
•	 Bus Powered
•	 TAA Compliant
•	 Hard Drive Capacities: 500GB, 1T, 2T, 4T & 5T

SuperSpeed USB 3.0 Data Storage 
with Physical Write Protect Switch

Kanguru UltraLock™ HDD
USB 3.0 Hard Drive with Physical Write Protect Switch

SuperSpeed 

USB 3.0

Physical 
Write-Protect Switch

Model Number:
#U3-2HDWP Series

Two Great Models Available:
• Hard Drive
• Solid State Drive

Why Secure Firmware?
The idea behind secure firmware is to offer organizations 
an alternative, providing an extra measure of confidence 
and trust.  Organizations who may not require high-end 
hardware encryption, but may be at high 
risk for malicious, third-party 
malware attacks find Kanguru 
USB storage devices with 
secure firmware to be an ideal 
solution for their endpoint security 
environments.  Kanguru has designed this 
non-encrypted drive with similar secure firmware  
typically reserved for our hardware encrypted drives to 
help protect organizations from malware and “badusb.”

https://www.kanguru.com/?utm_source=SIS-ULTRALOCK-HDD&utm_medium=U3-SHDWP-HDD-KURL-P1&utm_term=U3-SHDWP-HDD-KURL-P1&utm_content=U3-SHDWP-HDD-KURL-P1&utm_campaign=U3-2HDWP-HDD-SIS
https://www.kanguru.com/?utm_source=SIS-ULTRALOCK-HDD&utm_medium=U3-SHDWP-HDD-KLOGO-P1&utm_term=U3-SHDWP-HDD-KLOGO-P1&utm_content=U3-SHDWP-HDD-KLOGO-P1&utm_campaign=U3-2HDWP-HDD-SIS
https://www.kanguru.com/storage-accessories/ultralock-external-hard-drive-with-write-protection.shtml?utm_source=SIS-ULTRALOCK&utm_medium=PSPCT-ULTRALOCK-HD&utm_term=ULTRALOCK-HDD&utm_content=&utm_campaign=SIS-ULTRALOCK
https://www.kanguru.com/storage-accessories/ultralock-external-solid-state-drive-with-write-protection.shtml?utm_source=SIS-ULTRALOCK&utm_medium=PSPCT-ULTRALOCK-SSD&utm_term=ULTRALOCK-SSD&utm_content=&utm_campaign=SIS-ULTRALOCK
https://www.kanguru.com/products/kanguru-ultralock-hdd-usb-3-0-external-hard-drive?utm_source=SIS-ULTRALOCK-HDD&utm_medium=U3-SHDWP-HDD-IMG-P1&utm_term=U3-SHDWP-HDD-IMG-P1&utm_content=U3-SHDWP-HDD-IMG-P1&utm_campaign=U3-2HDWP-HDD-SIS
https://www.kanguru.com/collections/kanguru-usb-drives-with-secure-firmware?utm_source=SIS-ULTRALOCK-HDD&utm_medium=U3-SHDWP-HDD-SF-P1&utm_term=U3-SHDWP-HDD-SF-P1&utm_content=U3-SHDWP-HDD-SF-P1&utm_campaign=U3-2HDWP-HDD-SIS
https://www.kanguru.com/products/kanguru-ultralock-hdd-usb-3-0-external-hard-drive?utm_source=SIS-ULTRALOCK-HDD&utm_medium=U3-SHDWP-HDD-HDD-LINK-P1&utm_term=U3-SHDWP-HDD-HDD-LINK-P1&utm_content=U3-SHDWP-HDD-HDD-LINK-P1&utm_campaign=U3-2HDWP-HDD-SIS
https://www.kanguru.com/products/kanguru-ultralock-ssd-usb-3-0-external-solid-state-drive?utm_source=SIS-ULTRALOCK-HDD&utm_medium=U3-SHDWP-HDD-SSD-LINK-P1&utm_term=U3-SHDWP-HDD-SSD-LINK-P1&utm_content=U3-SHDWP-HDD-SSD-LINK-P1&utm_campaign=U3-2HDWP-HDD-SIS
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MODEL NUMBER U3-2HDWP Series

INTERFACE USB 3.0 (Maintains Compatibility with USB2.0)

CASE MATERIAL Aluminum Housing 

FORM FACTOR 2.5"

AVAILABLE CAPACITIES 
HARD DRIVE 500GB, 1T, 2T, 4T, 5T

SEQUENTIAL READ 100 MB/s (USB3.0)

SEQUENTIAL WRITE 90 MB/s (USB3.0)

30 MB/S (USB2.0) 10,000 write cycles / block

25 MB/S (USB2.0) 1000Gs Max

ACCESS TIME 17 ms

MTBF 1,000,000 hours

SHOCK RESISTANCE 400G/2.0 ms

VIBRATIONAL RESISTANCE 1G

OPERATING TEMPERATURE 41ºF ~ 131ºF (5ºC ~ 55 ºC)

STORAGE TEMPERATURE -40ºF ~ 149ºF (-40ºC ~ 65 ºC)

OPERATING SYSTEMS - Windows 11 
- Windows 10
- Windows 8
- Windows XP*
- Windows Vista* 
- Windows 7*
  (32 bit & 64-bit Compatible)
- Mac OSX 10.3 and later
-1 GB RAM or above
- Pentium 4, 2GHz processor or equivalent
- Requires USB3.0 ports for USB3.0 speeds

WARRANTY 3 Year Warranty

DIMENSIONS 5” x 3” x 0.5”   
(12.5CM X 7.5CM X 1CM)

WEIGHT 0.5 lbs (227g)

PHYSICAL WRITE PROTECT SWITCH
Easily toggle back and forth from full read/write
capability to “read-only” mode, to protect against 
accidentally erasing files.  This feature can also protect 
your drive from potentially malicious viruses on a public 
computer by preventing the drive from being written to.

SuperSpeed 

USB 3.0

Physical 
Write-Protect Switch

Model Number:
#U3-2HDWP Series

CUSTOM ENGRAVING AVAILABLE

Kanguru can customize your order with unique identification 
numbers, engraved logos or personalized information 
for added convenience. speak with a Kanguru sales 
representative about custom engraving your quantity 
order(s).†

The Kanguru UltraLock  
Hard Drive and Solid State Drive 
is TAA Compliant

†  Minimum quantity orders may apply. See your Kanguru representive 
for more information.
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Kanguru UltraLock™ HDD
USB 3.0 Hard Drive with Physical Write Protect Switch

* In line with Microsoft’s End-of-Support announcement for Windows 7 and prior, Kanguru Solutions is ending support for its line of products running on these 
platforms. While our products have been quality tested internally on these OS, we cannot guarantee normal product operation on an unsupported OS. Please consult 
your system administrator for an OS upgrade.

https://www.kanguru.com/?utm_source=SIS-ULTRALOCK-HDD&utm_medium=U3-SHDWP-HDD-KURL-P2&utm_term=U3-SHDWP-HDD-KURL-P2&utm_content=U3-SHDWP-HDD-KURL-P2&utm_campaign=U3-2HDWP-HDD-SIS
https://www.kanguru.com/collections/kanguru-usb-drives-with-a-physical-write-protect-switch?utm_source=SIS-ULTRALOCK-HDD&utm_medium=U3-SHDWP-HDD-PWPS-P2&utm_term=U3-SHDWP-HDD-PWPS-P2&utm_content=U3-SHDWP-HDD-PWPS-P2&utm_campaign=U3-2HDWP-HDD-SIS
https://www.kanguru.com/?utm_source=SIS-ULTRALOCK-HDD&utm_medium=U3-SHDWP-HDD-KLOGO-P2&utm_term=U3-SHDWP-HDD-KLOGO-P2&utm_content=U3-SHDWP-HDD-KLOGO-P2&utm_campaign=U3-2HDWP-HDD-SIS
https://www.kanguru.com/products/kanguru-ultralock-hdd-usb-3-0-external-hard-drive?utm_source=SIS-ULTRALOCK-HDD&utm_medium=U3-SHDWP-HDD-IMG-P2&utm_term=U3-SHDWP-HDD-IMG-P2&utm_content=U3-SHDWP-HDD-IMG-P2&utm_campaign=U3-2HDWP-HDD-SIS
https://www.kanguru.com/pages/customizing-your-kanguru-usb-device?utm_source=SIS-ULTRALOCK-HDD&utm_medium=U3-SHDWP-HDD-CUSTOM-P2&utm_term=U3-SHDWP-HDD-CUSTOM-P2&utm_content=U3-SHDWP-HDD-CUSTOM-P2&utm_campaign=U3-2HDWP-HDD-SIS
https://www.kanguru.com/pages/kanguru-products-are-taa-compliant?utm_source=SIS-ULTRALOCK-HDD&utm_medium=U3-SHDWP-HDD-TAA-P2&utm_term=U3-SHDWP-HDD-TAA-P2&utm_content=U3-SHDWP-HDD-TAA-P2&utm_campaign=U3-2HDWP-HDD-SIS

