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The Kanguru Remote Management Console™ (KRMC)™ Enterprise 8 Edition 
is the most advanced, fully-integrated, global remote management system for 
encrypted USB storage drives. This powerful self-contained virtual appliance 
enables administrators to remotely manage and control assigned, secure 
hardware encrypted USB drives from anywhere in the world hosted through 
the client’s own secure server. There are no complex installation procedures 
needed. Administrators of enterprise organizations can effectively manage 
a wide range of critical security and usage issues, such as password 
management, active security policy enforcement, and remote lock-out or 
wipe, along with automatic global provisioning, Self-Service Password 
Management, and much more.

KRMC Enterprise helps organizations prevent costly data 
breaches - whether intentional, or by accident by 
providing a secure environment for data on 
USB storage drives at every level.
 
(KRMC Enterprise is based upon 50 or more devices.  If you require 
less than 50 devices, KRMC Cloud Edition may be the best option for you.)  

Manage & Customize all Your 
Secure USB Drives From One 
Convenient Console 

KRMC Enterprise makes it easy for Administrators to keep 
their organization’s data safe, with:

•	 Self-Service Password Management
•	 Global Provisioning - (assign policies automatically) 
•	 Simplified and Streamlined License Management

Customize Security Settings for All Secure USB Drives 
Configured with Your Organization: 

•	 Specify Password Complexity & Attempts
•	 Manage Enable/Disable Settings
•	 Remotely Delete / Wipe Lost or Stolen Drives
•	 Restrict Online/Offline Access
•	 Limit Invalid Login Attempts
•	 Generate Reports
•	 Schedule Actions
•	 Set Master Policies
•	 and Much More...
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KRMC Enterprise is available in One, Two and Three Year 
Subscriptions and is perfect for Enterprise organizations.

KRMC Enterprise™ v8.x
Kanguru Remote Management Console

•	 Communications Secured by the FIPS 140-2 Validated 
OpenSSL FIPS Object Module

•	 Simple and Easy to Use

https://kanguru.com/?utm_source=SIS-KRMC-ENT8&utm_medium=PSPCT-KURL-P1&utm_term=KANGURU-LINK-VM&utm_content=&utm_campaign=SIS-KRMC-ENTERPRISE8
https://www.kanguru.com/remote-management/remote-management-enterprise-edition.shtml?utm_source=SIS-KRMC-ENT8&utm_medium=PSPCT-IMG-KRMC-ENT-SCREEN&utm_term=KRMC-ENTERPRISE8-IMAGE&utm_content=&utm_campaign=SIS-KRMC-ENTERPRISE8
https://kanguru.com/remote-management/remote-management-enterprise-edition.shtml?utm_source=SIS-KRMC-ENT8&utm_medium=PSPCT-ICON-KRMC-ENT8-P1&utm_term=KRMC-ENTERPRISE8-ICON&utm_content=&utm_campaign=SIS-KRMC-ENTERPRISE8
https://kanguru.com/?utm_source=SIS-KRMC-ENT8&utm_medium=PSPCT-KLOGO-P1&utm_term=KANGURU-LOGO&utm_content=&utm_campaign=SIS-KRMC-ENTERPRISE8
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Self-Hosted Remote Management 
for Enterprise Organizations
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KRMC Enterprise™ v8.x
Kanguru Remote Management Console

Export Compliance Terms

Recipient Warranty. You warrant and agree that You are not: (i) located in, under the control of, or a national or resident of Taliban controlled Afghanistan, Cuba, Iraq, Libya, North Korea, Iran, 
Syria, or Sudan, or (ii) on the U.S Treasury Department list of Specially Designated Nationals or the U.S. Commerce Departments Table of Deny Orders. See full Export Compliance Terms at: 
http://kanguru.com/remote-management/remote-management-enterprise-edition-6.shtml

•	Self-Service	Password	Management
•	Global	Provisioning	-	(assign policies automatically) 
•	Streamlined	License	Management	
•	FIPS	140-2	Cryptography
•	Granular	Search	Functionality
•	Enhanced	Auditing	And	Reporting
•		Intelligent	Installer	To	Prevent	Database	Conflicts
•	Enhanced	User	Experience
•	 SAML Integration for Federated Logins with Microsoft® 

ADFS, PingFederate, and Okta

Great Enterprise Features:
MODEL NUMBER KRMC-ENT Series

SERVER SYSTEM 
REQUIREMENTS

•	  Hypervisor with support for .ovf 
and .vmdk files

•	 Minimum VM configuration 
needed:

•	 1 Processor Core

•	 2 GB RAM

•	 20GB HDD (thin provisioned 
about 6GB initially)

•	 Static IP (Recommended)

Defender 
3000  Defender 

Elite300
Defender HDD300 

Defender SSD300  

Defender Elite30 Defender  
Bio-Elite30

https://kanguru.com/?utm_source=SIS-KRMC-ENT8&utm_medium=PSPCT-KURL-P2&utm_term=KANGURU-LINK-VM&utm_content=&utm_campaign=SIS-KRMC-ENTERPRISE8
https://www.kanguru.com/remote-management/remote-management-enterprise-edition.shtml?utm_source=SIS-KRMC-ENT&utm_medium=PSPCT-LM-BTN-KRMC-ENT&utm_term=KRMC-ENTERPRISE-LM-BTN&utm_content=&utm_campaign=SIS-KRMC-ENTERPRISE
https://kanguru.com/?utm_source=SIS-KRMC-ENT8&utm_medium=PSPCT-KLOGO-P2&utm_term=KANGURU-LOGO&utm_content=&utm_campaign=SIS-KRMC-ENTERPRISE8
https://kanguru.com/remote-management/remote-management-enterprise-edition.shtml?utm_source=SIS-KRMC-ENT8&utm_medium=PSPCT-ICON-KRMC-ENT8-P1&utm_term=KRMC-ENTERPRISE-ICON&utm_content=&utm_campaign=SIS-KRMC-ENTERPRISE8
https://kanguru.com/secure-storage/defender-secure-storage.shtml?utm_source=SIS-KRMC-ENT8&utm_medium=PSPCT-KDFFAM-P2&utm_term=KDFFAM&utm_content=&utm_campaign=SIS-KRMC-ENTERPRISE8

