
Re.Works PRIVACY NOTICE  

WHO ARE WE? 

"Re.Works", "we", "us" and "our" refer to 2nd Life Equipment (Pty) Ltd (trading 
as Re.Works), a subsidiary of RentWorks Holdings (Pty) Ltd (“Rentworks”) 
 
"website/s" refers to our website as well as all websites owned and operated by 
RentWorks. 
 
Further information about RentWorks’s subsidiaries, our products and services can be found in our 
Access to Information Manual ("Manual"). If you have any questions about this Privacy Notice, 
please contact our Information Officer or the relevant Deputy Information Officer, whose contact 
details can also be found in the Manual. 

This Privacy Notice describes our practices insofar as it relates to the processing of your personal 
information. Your personal information is your most valued asset and Re.Works understands the 
importance of protecting this asset.  

This Privacy Notice applies to the personal information of visitors to our website, available at 
www.reworksafrica.com and to all of our clients, potential clients, suppliers and business partners 
who engage with us in any manner (“you”). 

Any separate terms and conditions between you and us, will further describe your relationship with 
us. 

This Privacy Notice may need to be updated from time to time. Where it is practical, we may notify 
you of such updates/changes. 

PERSONAL INFORMATION THAT WE COLLECT AND YOUR CONSENT 

All reference to the term “personal information” in this Privacy Notice, shall mean personal 
information as defined in the Protection of Personal Information Act (“POPIA”). 

In our interactions with you, we may request such information, including but not limited to your: 

 Identity Document;  
 company registration documents; 
 copy of a utility bill;  
 financial information; 
 certificates (i.e. VAT, BEE, Tax and other good standing and compliance certificates in terms 

of applicable law);  
 any other relevant information that we may require from you for purposes of furthering any 

commercial transaction with you or for a legitimate purpose; 
 Your name, surname, identity/passport number, contact information and residential/postal 

address; 
 Your age, gender, ethnicity, marital status and language; and 
 Your employment and banking information; 

 

When you furnish us with your personal information, you consent that we may process such 
personal information for the purpose that it has been requested by us or in terms of a legal 
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requirement. You may withdraw your consent at any time by notifying us in writing that we should 
not process your personal information any longer. 

When you register as a new client via our website, you may be prompted to provide us with certain 
documents based on the registration details that you provide to us (i.e. either you are a registered 
entity, a partnership, a Trust or an individual). We may conduct due diligence and verification checks 
of your personal information through third party verification systems and agencies.  

WE COLLECT YOUR PERSONAL INFORMATION TO: 

 Provide you with quotations; 
 conduct financial assessments on you;  
 provide you with our products and services; 
 assess whether you qualify for credit; 
 submit it to third party financial institutions that we deal with (all of whom comply with 

POPIA) to conduct further financial assessments on you;  
 conduct risk, appetite and verification checks with the relevant third party authority or 

institution;  
 comply with any applicable law that requires us to use your information, or where it is 

necessary to protect any interest that you, us or another party may have. 
 assess a proposed business relationship with you, if you are a supplier of goods or services 

that we may require from time to time;  
 respond to general enquiries submitted through our websites, our LinkedIn app, our 

Facebook page and our Ream Portal; 
 improve our website service by gaining insight into how our visitors use our website; 

IF WE REQUIRE PERSONAL INFORMATION FROM YOU AND YOU DON’T PROVIDE IT, WE MAY:  

 decide in our sole discretion, not to proceed with the proposed transaction in respect of 
which your personal information was requested; 

 not be able to provide you with the products and/or services that you require from us; 
 not be able to respond to your enquiry as submitted to us through our websites, our 

LinkedIn app, our Facebook page and our Ream Portal; 

WHEN MAY WE DISCLOSE YOUR PERSONAL INFORMATION TO THIRD PARTIES?  

 if it is necessary to give effect to a contract with you; 
 if it is required by law; 
 if we have a legitimate interest in doing so. 

TO WHOM MAY WE DISCLOSE YOUR PERSONAL INFORMATION? 

 third party internal and external auditors; 
 contractors or third-party service providers who assist us in rendering the services or 

products that we provide to you. In these instances, we have service level agreements with 
them to ensure that your information is protected and only used to provide those services 
and products to you; 

  our employees; 
 our business partners; 
 law enforcement or regulatory bodies as required by law; 
 our insurers, underwriters and professional advisors, including our accountants, lawyers, 

business advisors and consultants; and 



 any other juristic or natural person for any authorised purpose with your express consent. 

We will never sell your personal information. 

HOW WE PROTECT YOUR PERSONAL INFORMATION 

The protection and safeguarding of your personal information is important to us and we have a 
secure internal process wherein we adopt industry best practices to ensure that all reasonable 
practicable organizational and technical measures are in place to protect your personal information. 
If you have any questions regarding the protection of your personal information you are welcome to 
contact our Information Officer or the Deputy Information Officer. 

YOUR CHOICES 

As the personal information relates to you, you have options available.  

You may:  

 Request us to confirm what information we hold of you and you may also request us to 
either delete, correct or destroy that information; 

 Refuse or object to us processing your personal information if you have reasonable grounds 
to believe that we should not be using your information; 

 Request us not to use your personal information for direct marketing purposes or if you 
have consented to direct marketing you may withdraw that consent at any time; 

 Request access to the records containing your personal information or a description of the 
personal information that we hold about you;   

 request the identity of third parties who have had, or currently have, access to your personal 
information. 

You must think carefully when you exercise these options as we may not be able to provide you with 
our services or products if you refuse or object to us using your personal information.  

HOW YOU CAN ACCESS AND CORRECT YOUR PERSONAL INFORMATION  

When we receive such a request from you, we will need adequate proof of your identity. Our Access 
to Information Manual describes the details of how you can request access. Please use the email 
address in the Manual to contact us in this regard.  

If satisfied, we will try to provide you with suitable means of accessing your information, where you 
are entitled to it, by for example, emailing it to you.  

In certain instances, we may not be able to grant you access to your personal information. An 
example thereof is if such access would infringe on the privacy of others or would result in a breach 
of our confidentiality obligations to another, we may need to refuse access. If access is refused, we 
will give written reasons for the refusal or you are referred to our Manual wherein the grounds for 
refusal are described.  

If any personal information that we hold about you is inaccurate, irrelevant, outdated, incomplete or 
misleading, you may ask us to correct it. If any personal information that we hold about you is 
excessive in your view or that we are no longer authorised to retain it, you may ask us to destroy or 
delete it.  
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You agree that we may charge a reasonable fee to cover our administrative and other related costs 
in providing your personal information to you. We will not charge you for simply making a request or 
for making any corrections to your personal information. 

 

 

CHANGES TO YOUR PERSONAL INFORMATION  

If there are any changes to your personal information, please let us know and provide us with all 
changes as soon as reasonably possible to enable us to update it. You are entitled to access, correct, 
delete and limit processing of your personal information. 

DO WE SEND YOUR PERSONAL INFORMATION TO OUTSIDE OF SOUTH AFRICA?  

Your personal information will only be sent outside of South Africa if the receiving party is bound by 
the same corporate rules as us and privacy legislation that is the same or essentially similar to 
POPIA.  

We do currently send personal information outside of South Africa in accordance with POPIA and 
any other applicable laws and rules.  

MARKETING  

Your contact details may be used by us to send you details of new products, services or promotions 
that may interest you. Marketing communications may be sent to you in various forms (including by 
sms and by email) in accordance with applicable marketing laws. We endeavour to use your 
preferred mode of communication.  

Our marketing communications will set out how to unsubscribe from (or opt out of) receiving future 
communications should you no longer wish to receive such promotional material. 

 
SECURITY  

Due to our website being accessible via the internet, and the internet being inherently insecure, we 
cannot guarantee the security of information you send to us online (including that it will not be 
intercepted). Any personal information that you send to us online is at your own risk.  

Your personal information may be kept by us in either electronic or hard copy form. In both cases, 
we take reasonable and appropriate steps to ensure that your personal information is protected 
from unlawful and unauthorised access, processing and disclosure.  

We will destroy or de-identify your personal information when it is no longer needed or when we 
are no longer required by law to retain it (whichever is the later). 

COMPLAINTS AND CONTACT INFORMATION  

If you suspect that your personal information has been unlawfully accessed or acquired, you can 
contact us on PrivacyOffice@Rentworksafrica.com.  You must provide us with details of your 
suspicion so that we can investigate it.  



We will investigate your complaints and treat it with confidentiality (unless otherwise required by 
law) and we aim to ensure that they are resolved within a reasonable time, in order to provide you 
with feedback. 

If you have any questions about this Privacy Notice, any general concerns or would like to lay a 
complaint regarding the treatment of your personal information or to access and correct your 
personal information, you can contact the Information Officer at 
PrivacyOffice@RentWorksafrica.com . 

 

 USE OF COOKIES  

Our website use cookies to personalize your online experience. Cookies are most commonly used to 
track website activity and is a text file that is placed on your hard disk by a Web page server. Cookies 
are little preference files that websites store on your computer based on your browsing habits and 
cookies do not collect your personal information. The use of cookies can make your web browsing 
much more efficient.  

SOCIAL NETWORKING 

In addition to our websites, we use applications for social networking such as LinkedIn and Facebook 
to promote our products and services. Social networking service providers may collect your personal 
information when you communicate with us and they have their own privacy policies. 

UPDATES TO THIS NOTICE 

We may update this Notice from time to time but you can always accept that the one available on 
our website is the most up to date version.  

Last Updated: 22nd  September, 2021 

 

 

 

 

  

 




