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For teens, relationships with friends, 
classmates, and other peers take 

center stage. These days much of a teen’s 
social life is likely to take place online, 
via smartphones and social media sites. 
Many teens use technology to connect 
constantly with their friends—the average 
teen sends thousands of text messages 
each month. Social media can be a positive 
way for teens to build relationships and 
stay in the know about events, issues, 
or trends. Yet there are risks involved 
with social media, and many parents are 
concerned about how their teen uses 
social media.

Overwhelmed by 
social media
Some teens feel overwhelmed by the 
pressure to post images or content that 
get many “likes.” In fact, many teens report 
that they feel stressed out by the “drama” 
on social media. Studies have found that 
using social media when we feel happy 
and connected to our friends makes us 
feel even better, as we are able to socialize 
with people we care about. However, 
using social media when we feel lonely or 
depressed can make us sadder, as we start 
to compare ourselves with other people. 
Talk with your teen about taking a break 
from social media when they are sad or 
lonely, and doing something offline that 
cheers them up, such as taking a walk, 
doing creative activities that don’t involve 
phones or computers, getting into nature, 
or hanging out with people in person. 

Privacy and setting 
boundaries
Social media apps and websites all have 
privacy settings. Read about the privacy 
settings with your teen and discuss options 
for who should see their profile and read 
their posts. Some apps allow users to make 
their profile or content private and select 
who can see their information.

While most teens use social media to 
interact with people they already know 
offline, your teen may come into contact 
with people they don’t know. Teens may 
be manipulated by strangers who start to 
build a bond with the teen by messaging 
through social media sites or message 
boards and suggesting a secret meeting 
in person. Talk with your teen about 
whether or not to accept friend requests 
from people they do not know. Be sure to 
discuss the dangers of sharing information 
publicly or in private messages with 
strangers about the location of your home, 
your teen’s school, bus route, or where your 
teen works or hangs out. Certain apps can 
allow others to see your location on a map, 
unless this feature is turned off, so talk 
with your teen about the pros and cons of 
making their location available. 

Think before sharing
Teens’ brains are wired to focus on short 
term benefits of their actions rather than 
the long-term consequences. Because of 
this, they may not be concerned about 
the long-term results of what they share 
online. Sharing photos that include risky 
or illegal behavior, or sexual or explicit 

content, may lead to future negative 
consequences. What is shared online may 
never disappear, and has the potential 
to be discovered when your teen is later 
applying for a job or college, leading 
to rejection even if the photo is old. 
Even photos shared only with a friend 
or romantic partner through private 
messages may be saved and shared with 
anyone in the future. Help your teen to 
understand that anything shared online 
may ultimately be saved and viewed by 
other people for the rest of their lives. 

Cyberbullying
A majority of teens report that they have 
experienced some form of bullying or 
harassment online. Most often they report 
being insulted or called names, though 
one-third of teens report that people have 
spread false rumors about them. Other 
forms of cyberbullying include physical 
threats, receiving explicit images without 
consent, or having explicit images of 
oneself shared without consent. Have 
your teen block people who harass 
them, document bullying behavior with 
screenshots or photos of harassment 
they have received, and then delete the 
content. Talk to the counselors at your 
child’s school, so they are aware of the 
issue, and contact local law enforcement if 
you feel that your child is in danger. 

If you find out that your child has bullied 
others online, you can talk to them just as 
you would if you saw them insult someone 
in person. Talk to school administrators 
about online bullying policies, procedures, 
and discipline. Do this before there is a 
problem. 
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Parents make a 
difference!
Trust your teen. There are many ways 
that your teen can act online without 
you knowing. Many apps will allow users 
to make multiple accounts or limit what 
information certain people can see, so 
teens may be engaging in activity online 
that you are not aware of. Talk openly with 
your teen about the potential risks of social 
media use, and together with your teen 
decide on what rules and limits should be 
followed to ensure your teen’s safety when 
using social media. For any issues that may 
arise around social media use that do not 
put your teen in danger, allow your teen to 
practice making decisions for themselves, 
but let them know that you are there to 
help them if they need it. Trusting your 
teen allows them to trust you. If your teen 
expects you to punish them severely if they 
misbehave online, they will keep more 
information private from you, even if they 
are in danger. 

Check in regularly. Some parents also 
review their teen’s social media accounts 
occasionally to see what their teen and 
their friends have posted. You can schedule 
regular check-ins with your teen to see 
what they are up to, and to learn how 
they and their peers are using apps. This 
may be especially appropriate for teens in 
middle school or early in high school, but 
it may feel intrusive and inappropriate for 
older teens. For older teens, it is important 
to allow them more independence and 
privacy to socialize as they see fit, even if 
this means making some mistakes.

There are always new social media 
sites and apps becoming available, and 
new updates are constantly added to 
existing apps. Sit down with your teen 
and have them show you the social 
media apps that they use. Ask your 
teen to show you the privacy settings, 
so you both understand them. Some 
social media apps are used by different 
people for different reasons. Have 
your teen explain to you how they 
use social media apps with their 
friends. Here are some questions that 
you might ask your teen as they are 
showing you different apps:

 ► What does this app do? Why do 
you use this app?

 ► What are the different options for 
privacy available on the app?

 ► Who is able to see your teen’s 
profile and the content they post? 
Can you adjust who sees their 
profile and content?

 ► How is content that your teen 
posts stored on the app? Can 
other people save content that 
your teen has posted, even if it is 
not stored?

 ► Can teens share information both 
publicly and privately on the app? 
What information is appropriate 
to share publicly and what 
information should be shared 
with friends privately?

 ► Can other people tag your teen in 
the content they post? Are there 
settings so your teen can choose 
to review and approve content 
they are tagged in before it goes 
online?

 ► Is there a setting that allows 
others to see your teen’s location? 
What are the pros and cons of 
people being able to see your 
teen’s location? 

 ► Can your teen block people from 
interacting with them on the 
app? What features does the app 
have for reporting inappropriate 
behavior?

 ► How does your teen want to 
present themselves? Knowing 
that anything they post may be 
online forever, what version of 
themselves would they like to 
look back and see when they are 
older?

Reviewing social media apps with your teen
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