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SECTION 1 

IMPORTANT INFORMATION FOR ANYONE USING A 

GMAIL ACCOUNT FOR THE SCAN TO EMAIL FEATURE ON 

A MULTIFUNCTION COPIER. 

 

Please use the following link to read Google’s warning regarding the “Allow 

Access for Less Secure Apps” feature, which will be disabled on May 30, 

2022. This feature has been necessary to allow copiers to send email scans 

with Gmail. The suggested solution to avoid failure of scan to email is to 

use an App Password. Also included in this document are screenshots for 

resetting the Scan to Email password on a Canon, Samsung, and HP 

multifunction device (MFD) for NECS customers. 

Please note that this has been tested using one App Password on one device. 

It may be necessary to create separate App Passwords for multiple devices. 

https://support.google.com/accounts/answer/6010255?hl=en 

 

 

2-Step Verification Is Necessary 

2-Step Verification will need to be enabled to set an App Password. Follow 

the steps in the screenshots below to complete the process. Once you have 

an App Password, refer to the pictures for your brand of MFD to reset the 

password for SMTP (Scan to Email). 

 

 

 

https://support.google.com/accounts/answer/6010255?hl=en


 

 
Copyright 2022 NECS Use of this document implies the user takes responsibility for any and all damages and will hold NECS free from any 
liability. This document is supplied only as a helpful guide. NECS cannot be held responsible for damages caused by the use of this document. 
Trademarks and Service Marks remain the property of their original owners. 
 

 

1. Log in to the Gmail account. Click “See All Settings.” 

 

 

 

2. Click “Accounts and Imports,” then “Other Google Account Settings. 

 

 

3. Click “Security.” Scroll to “Signing into Google” and choose 2-Step 

Verification. 
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4. You will be prompted at this time verify your identity with a code sent 

to your cell phone or email address. Follow the prompts to complete 

the activation of 2-Step Verification. (No pictures) 

 

5. Once 2-Step Verification is on, click the “back” arrow shown below. 

 

 

 

 

6. Notice that there is a new menu item, “App passwords.” Click the 

right arrow. 
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7. Click on the “Select device” drop-down menu and choose “Other 

(Custom name).”

 

 

 

 

 

8. Enter a name that will describe the purpose of the App Password, 

e.g. “Copier Scan to Email” or “Scanner.”  The  app password 
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highlighted in yellow will be the new password for the MFD’s scan 

to email configuration. (Your App Password will be unique.) 
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Note: The App Password is used only in the MFD’s scan configuration. It 

does not replace the regular password altogether. Continue using the 

regular password to log in to the Gmail account whenever necessary to 

access the mailbox, etc. 

 

 

SECTION 2 

Use the following illustrations to enter the new App Password into the scan 

configuration for your particular brand of machine. 

 

For any brand of copier, open a browser and enter the IP address of the 

machine in the top URL field and press the Enter key. (Please see the 

accompanying document “Finding the IP Address for MFD” if you need help 

determining the correct IP address.) 
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If you see a warning like the one shown below, follow the prompts to 

“Advanced,” etc., to proceed to the copier’s web portal. This is a standard 

warning generated by the browser which does not distinguish between the 

device’s web page and other web pages found on the internet. 
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FOR CANON BRAND COPIERS 

For Canon copiers, log in as an administrator using any of these credentials, 

depending on the age and model of your machine: 

ID = Administrator (Cap A), PW = 4340 

ID = 1234, PW = 4340 

ID = 7654321, PW = 7654321 

Or on a rare occasion, ID = 7654321, PW = 4340 

 

After logging in, click “Settings and Registration.” 
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Under “Function Settings”, choose “Send”, then “Network Settings – E-

Mail/I-Fax Settings” from the menu.

 

 



 

 
Copyright 2022 NECS Use of this document implies the user takes responsibility for any and all damages and will hold NECS free from any 
liability. This document is supplied only as a helpful guide. NECS cannot be held responsible for damages caused by the use of this document. 
Trademarks and Service Marks remain the property of their original owners. 
 

Enter the App Password in the “Password” and “Confirm” fields.

 

After resetting the password, click “OK” in the upper 

right corner of the screen (not shown.) 
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FOR HP BRAND COPIERS 

Local Device Account = Administrator, PW = Necs123! (Case sensitive.) 

 

Choose “Scan/Digital Send,” then click “Edit” under Outgoing Email Server 

(SMTP). 
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Click “Next.” 

 

 

 

Enter the new App Password, then “Finish.” 

 



 

 
Copyright 2022 NECS Use of this document implies the user takes responsibility for any and all damages and will hold NECS free from any 
liability. This document is supplied only as a helpful guide. NECS cannot be held responsible for damages caused by the use of this document. 
Trademarks and Service Marks remain the property of their original owners. 
 

 

FOR SAMSUNG BRAND COPIERS 

Browse to the copier’s web portal and log in as the administrator. 

ID = admin (lower case), PW = necs123! (lower case.) 

Choose the “Settings” tab, then “Network Settings.” 

 

 

Choose “Outgoing Mail Server (SMTP)”, check the “Change Password” box 

and enter the new App Password  in the two fields. Click the “Apply” button 

in the upper right hand corner (not shown.) 

 


