
Data Sheet: Endpoint Security   

 
 Valtx™ Absolute Security for Windows  

 

“Recent  hacks  on  some  of  the  world’s  most
sophisticated technology companies have showcased
another  kind  of  cyber  criminal,  one  that  includes
foreign  governments  and  organized  crime  cartels, 
unconstrained by social norms and backed by nearly
unlimited resources.”    Fox 03/10 
 
Valtx Absolute Security for Windows also provides for an 
invisible/hidden secure data drive to store sensitive
data. Even the operating system does not know that the 
Secure Data Drive exists until an authorized user opens the
drive with a secure password or a Hardware Key.  

The next generation of endpoint computer security from Valt.X  

Overview  

Absolute threat protection:  
Valtx™ Absolute Security for Windows delivers an 
unmatched patented defense against malware for
laptops, desktops, and servers providing absolute 
100% protection against even the most sophisticated
attacks that evade traditional security measures,
such as Rootkits, zero-day attacks, and mutating
spyware.  

“President  Obama  has  signed  executive  orders
authorizing cyber attacks and other computer based
operations  against  enemies  and  as  part  of  routine
espionage  in  other  countries.” 22nd June 2011
Associated Press 
 
Valtx Absolute Security for Windows helps lower your total
cost of ownership by eliminating technical support needed
fixing malware attacks and immediately restoring systems
with a simple system reboot. 
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Traditional Anti-Virus Endpoint Protection has failed:
In independent tests leading Anti-Virus vendors such as 
Symantec, McAfee and Trend Micro had failure rates of 
53-74% stopping new zero-day attacks and failure rates as 
high as 58% stopping malware they already knew about. 
With over 75 million known pieces of malware and some 
75,000 new pieces of malware hitting the internet daily 
these signature based products simply cannot keep up.  

Valtx Absolute Security for Windows works
differently: completely locking down the system Boot
Drive so that absolutely no malware – known or new
zero-day can penetrate its patented defense system. 
 
All attempted writes to the protected boot drive are 
deflected to a temporary change area and eliminated when
the system is rebooted. 
 
Users can surf any internet site and open any email
attachment knowing with full confidence that Valtx
Absolute Security for Windows will protect them.   
 
Once installed, no updates are required eliminating the
need for daily signature updates associated with traditional
anti-virus products. 
  
In addition, OS and application security patch updates
can be postponed as Valtx Absolute Security for
Windows provides all the protection needed.  
 
An Instant Rollback feature facilitates patch updates –
patches and system updates can be tested before
being permanently applied. 
 

Computers run faster! 
 
Leading research firm, Gartner, writes in its Magic 
Quadrant for Endpoint Protection Platforms 2010 that 
“Test after test has illustrated that current solutions 
are less than 50% effective”. 

System Requirements: Windows XP, Vista or Windows 7
Operating System; Unused space on hard disk drive. 
 
Contact: Valt.X Technologies Tel: 512-541-1470 
Web: www.valtx.com Email: sales@valtx.com  
 
Valtx Absolute Security for Windows SKUS:  
VSTD: Standard Edition – Locks Down Boot Drive 
VPRO: Professional Edition – Adds Patch Testing with 
Instant Rollback 
VPREMIUM: Premium Edition – Adds Invisible Secure 
Data Drives 


